
Press release 

Now available for Microsoft Teams: Encryption by Boxcryptor  
 
(Augsburg, Germany, July 15, 2020) The encryption software Boxcryptor is now available as an 
application in Microsoft Teams, the central place for all Microsoft 365 applications. From now on, 
company and enterprise users can integrate Boxcryptor as an app into their familiar Microsoft 
Teams workflow. Those who are not yet business users of Boxcryptor can get to know the software 
in a free trial. 

Why the additional security for business data in Microsoft Teams? 

Companies, educational institutions and organizations increasingly use Microsoft Teams as a 
collaboration tool. At the same time, the demand for a solution like Boxcryptor that reliably encrypts 
company data in Microsoft Teams is also growing. Only complete end-to-end encryption guarantees 
that only the owner of the data and persons authorized by him or her have access to it. If you do not 
want anyone but the authorized persons to have access to the data, you must encrypt according to 
the zero-knowledge principle. 

Boxcryptor has already been available to protect the Microsoft enterprise clouds OneDrive for 
Business and SharePoint. In addition, you can now directly integrate the encryption software into 
Microsoft Teams.  

What functions are available to users? 

On the one hand, the application can be integrated as a “channel app” in the team channels, so that 
work groups have secure, shared access to their data. On the other hand, a “Personal App” can be 
created to store encrypted files in the private OneDrive folder. In addition, it is possible to share 
encrypted files directly in the “Posts” area with the members of a channel. 

The app gives users an overview of the Boxcryptor folders, with all encrypted or non-encrypted files. 
Furthermore, there is the possibility to upload and download files as well as delete and create 
encrypted folders. If the app is integrated into the menu bar of a channel, workgroups can access the 
files together and work together efficiently and securely. 

To install the Boxcryptor application in Microsoft Teams, use the “Boxcryptor App Package”, which 
can be downloaded on our blog. From August on, you can add Boxcryptor directly via the app search 
in Microsoft Teams.  

For more information, visit https://www.boxcryptor.com/en/microsoft-teams/ or read the article on 
the Boxcryptor blog: https://www.boxcryptor.com/en/blog/post/Boxcryptor-for-Microsoft-Teams/ 

Press materials: 
https://www.dropbox.com/sh/3xms1hkvxbjiw5q/AAAWmVJNfbAPchsnn3uCF2n9a?dl=0 
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About Boxcryptor  

Secomba GmbH is a German company and manufacturer of Boxcryptor, a cloud-optimized encryption solution for 

companies and private individuals. The company was founded in 2011 by Andrea Pfundmeier and Robert Freudenreich. 

Boxcryptor’s integrated zero-knowledge and end-to-end encryption protects data in the cloud from unauthorized access 

and thus enables the secure use of numerous cloud services. Boxcryptor is used by leading companies both in Europe and 

worldwide for secure collaboration in the cloud. Find out more at www.boxcryptor.com.  

 


